COMMUNIQUE

Important Security Alert - Beware of
Fraudulent SMS Messages

The bank has been made aware of an ongoing phishing attempt targeting the clients
of a bank via SMS. The message contains a malicious link that redirects to a fake
website designed to steal login credentials and OTPs.

As a precautionary measure, the public is reminded that:

The bank never requests for personal or banking information to its clients via SMS.
Links received by SMS or email from unknown source should not be clicked.
Personal and/or banking details should never be shared.

Suspicious messages must be reported immediately to the banks* support team.

The situation is being actively monitored, and all necessary measures are being taken
to safeguard information.

The safety and trust of customers remain the bank’s highest priority.
For assistance or to report an incident, please call on 404 0330.

Stay alert. Stay safe.
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